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**【篇一】网络安全责任制落实情况自查报告**

　　我区接到市信息化领导小组办公室下发的《\*\*\*市信息化工作领导小组办公室关于开展重点领域网络与信息安全检查的通知》后，高新区管委会领导十分重视，及时召集相关人员按照文件要求，逐条落实，周密安排自查，对机关各部局配备的计算机网络与信息安全工作进行了排查，现将自查情况报告如下:

　　一、领导高度重视、组织健全、制度完善

　　近年来，高新区网络与信息安全工作通过不断完善，日益健全，管委会领导十分重视计算机管理组织的建设，本着“控制源头、加强检查、明确责任、落实制度”的指导思想，成立了由管委会副主任为主管，办公室主任为负责人的网络安全工作小组，并设有专门的信息管理人员，所有上传信息都由办公室主任负责审查其合法性、准确性和保密性。高新区会在有关部门的监督和指导下，根据《中华人民共和国计算机信息系统安全保护条例》和《计算机病毒防治管理办法》等法规、规定，建立和健全了《安全管理责任制度》、《计算机及网络保密管理规定》和《文书工作制度》等防范制度，将计算机信息系统工作切实做到防微杜渐，把不安全苗头消除在萌芽状态。

　　按照文件要求，高新区及时制定了高新区门户网站安全突发事件应急预案，并根据应急预案组织应急演练。

　　二、强化安全教育，定期检查督促强化安全教育

　　高新区在开展网络与信息工作的每一步，都把强化信息安全教育放到首位，使管委会全体工作人员都意识到计算机安全保护是高新区中心工作的有机组成部分，而且在新形势下，网络和信息安全还将成为创建“平安高新、和谐高新”的重要内容。为进一步提高人员网络安全意识，我们还经常组织人员对相关部局进行计算机安全保护的检查。通过检查，我们发现部分人员安全意识不强，少数计算机操作员对制度贯彻不够。对此，我们根据检查方案中的检查内容对不合格的部局提出批评，限期整改。各部局在安装杀毒软件时全部采用国家主管部门批准的查毒杀毒软件适时查毒和杀毒，不使用来历不明、未经杀毒的软件、u盘等载体，不访问非法网站，自觉严格控制和阻断病毒来源。单位电脑设备外送修理时，有指定人员跟随联系。电脑报废处理时，及时将硬盘等存储载体拆除或销毁。

　　三、信息安全制度日趋完善在网络与信息安全管理工作中，我们就树立了以制度管理人员的思想，制定了网络信息安全相关制度，要求高新区管委会各部局提供的`上传内容，由各部局负责人审查签字后报送至信息管理员，经办公室主任审核同意后上传;重大内容发布报管委会领导签发后再上传，以此作为高新区计算机网络内控制度，确保网站信息的保密性。

　　对照《通知》要求，高新区网站在以往的工作中，主要作了以上几方面的工作，但还有些方面要急待改进。

　　一是要今后还要进一步加强与市政府信息中心联系，以此来查找差距，弥补工作中的不足。

　　二是要进一步加强对高新区管委会工作人员的计算机安全意识教育和防范技能训练，提高防范意识，充分认识到计算机网络与信息安全案件的严重性，把计算机安全保护知识真正融于工作人员业务素质的提高当中。

　　三是要进一步健全网络与信息安全管理制度，提高管理人员工作技能，经常聘请专业人员对管理人员进行培训，把学到的知识真正融于网络与信息安全保护工作中，而不是轻轻带过;做到人防与技防结合，真正设置起一道网络与信息安全工作的一道看不见的屏障。

**【篇二】网络安全责任制落实情况自查报告**

　　按照x宣发[20\*\*\*]27号文件要求，我镇对网络安全管理情况、技术防护情况、应急工作情况、宣传教育培训情况等方面内容进行了自查，现将自查情况汇报如下：

　　我镇成立了以党务副书记\*\*\*x为组长，组织委员\*\*\*x为副组长，\*\*\*、\*\*\*x、\*\*\*x为成员的网络安全领导小组，负责我镇的\"网络安全管理工作。并建立了\*\*\*x镇网络安全管理制度体系，内容包括了人员管理、资产管理及教育培训等。

　　我镇严格按照国家网络安全政策及相关要求，在党政网及相关办公室电脑上安装了杀毒软件、防火墙等，并设置了密码保护，使用专门的移动存储介质等。

　　我镇制定了网络与信息安全应急预案。按要求定期对网络安全小组成员开展安全培训，积极参加县级网络安全及\*\*\*培训。

**【篇三】网络安全责任制落实情况自查报告**

　　根据《关于开展关键信息基础设施网络安全检查的通知》精神，我院按照要求对整个医院进行网络安全自查。现将自查情况总结如下：

　　依照上级领导的指示，对整个医院的所有设备进行了一次全面的检查，检查内容涉及到服务器，办公电脑，移动存储设备等。

　　我院有使用的关键信息基础设施为“医院信息系统”简称“His”。His系统所使用服务器数量为3台，一台正常使用，两台备用。His系统主要应用于病人挂号、医生开处方，财务结算等，涵盖了我院所有业务；我院正在使用的主路由器1台，分路由器2台，交换机10台；服务器所使用的操作系统为windowsserver2008。

　　通过这次自查，我们也发现了当前还存在的一些问题：

　　1、部分科室电脑没有安全防护。

　　2、部分工作人员没有良好的使用计算机的习惯，没有相关的网络安全知识的概念。

　　3、存在计算机病毒感染的情况，特别是U盘、移动硬盘等移动存储设备带来的安全问题不容忽视。

　　4、信息安全管理人员信息安全知识和技能不足，主要依靠外部安全服务公司的力量。
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